DEFINITIONS

“Multifactor Authentication” requires a user to provide more than one kind of Authentication Credential to be allowed access to a system. In general, this would be at least two of something you know (a password), something you hold (a secure token) and something you are (biometric identifier such as a fingerprint). Requiring at least two types of authentication provides protection if one credential is compromised.

STANDARD

1) Multifactor Authentication must be used for:
   a) All Mednet Active Domain Administrator access.
   b) All Administrative access to servers that store Protected Health Information.

QUESTIONS

1) If you have questions on how to use or obtain Multifactor Authentication, please contact your IT Support Group.

2) If you have questions about this Standard, please contact the Office of Compliance Services – Information Security (InfoSecAll@mednet.ucla.edu)

REFERENCES

HS Policy No. 9452, “User Accounts (Authorizing Access to Restricted Information; Passwords)

CONTACT

Chief Compliance Security Officer, Office of Compliance Services
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